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Abstract of the contribution: This paper addresses the editor’s notes in Solution 16 and adds additional references to SA6 specifications.
1
Discussion

The following editor’s note is in Solution 16:
Editor’s Note #1:

Editor's note:
The need for an indication of Requesting Edge Configuration Server Information is FFS.

The indication of Requesting Edge Configuration Server Information is provided during PDU Session Establishment. This is needed because not all UEs will support SA6 Edge Enabler Clients. Additionally, when the UE does host SA6 Edge Enabler Client(s), not all of the UE's PDU Sessions can make use of Edge Configuration Server Information. Thus, not all UEs and not all PDU Sessions can make use of Edge Configuration Server Information. The indication is needed so that the network knows that the UE supports the feature and so that the network knows what PDU Session the Edge Configuration Server Information should be associated with. 
Editor’s Note #2:

Editor's note:
Whether there are multiple Edge Configuration Servers to the UE and whether it is associated with Service Area Information will be determined by the outcome of the Edge Configuration Server cardinality discussions in SA WG6.

TS 23.558 [12] states that the following cardinality rule applies on the EDGE-4 reference point between the EEC (Edge Enabler Client) and ECS (Edge Configuration Servers): “One EEC may communicate with one or more ECS(s) concurrently.” Thus, the cardinality question has been addressed.
Editor’s Note #3:

Editor's note:
This clause provides an evaluation of the solution.

This editor’s note was part of the template the individual solutions no longer have an evaluation section. This editor’s note can be deleted and the section heading can be removed.

Editor’s Note #4:

Editor's note:
This solution should be sent to SA WG6 and SA WG6 should be invited to comment. SA WG2 should consider SA WG6 input during evaluation of the solution.

We are not proposing that this editor’s note will not be deleted at this time and we are proposing that SA2 send an LS to SA6 inviting them to comment on Solution 16. A proposed draft of the LS can be sound in S2-2004862
New References to SA6 Specifications

At SA6 #38, S6-201267 was agreed. The following text was added to TS 23.558. The highlighted text is particularly relevant for this paper. This solution update adds references to the highlighted text.

2
Proposal

This contribution proposes to implement the following updates to TR 23.748 v0.4.0.
* * * Start of Change * * *

6.16
Solution #16: Edge Configuration Server Based Discovery

6.16.1
Introduction

This solution addresses Key Issue #1, "Discovery of Edge Application Server" and focuses on the scenario where UE needs to be provisioned with information about the Edge Hosting Environment.

Key Issue #1, NOTE 3 states "For sake of easy implementation, solutions should preferable be based on existing mechanisms (e.g. DNS, SFC techniques) and industry practices to avoid or at least minimize impact on applications and UEs. Additionally, the outcome from SA WG6 FS_EDGEAPP may be considered if impacts to 5GC are identified." This solution is based on solutions that have been specified as part of SA WG6's EDGEAPP work.

In TS 23.558 [12], SA WG6 has introduced functional entities called the Edge Configuration Servers and Edge Enabler Servers (EES). The Edge Configuration Server does not necessarily reside in the Edge Data Network. Edge Enabler Servers do reside in the Edge Data Network.
When deployed, the Edge Configuration Server provides UE Applications (i.e. Edge Enabler Clients) with configuration information related to Edge Data Network(s). Once the UE Application (i.e. the UE's Edge Enabler Client) has contact information for the Edge Enabler Server, the UE Application can obtain additional configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; this is described in TS 23.558 [12].

TS 23.558 [12] specifies that the Edge Enabler Client has been pre-configured or discovered the address (e.g. URI) of the Edge Configuration Server. TS 23.558 [12] states “ECS address information can be pre-configured with the EEC, configured by an edge-aware Application Client, configured by the user, provisioned by MNO through 5GC procedure, or derived from HPLMN identifier for non-roming scenario or from VPLMN identifier for roaming scenario.” TS 23.558 also notes that “5GC provision of ECS configuration information to the UE is in scope of SA2.”
This solution describes how UE Applications (i.e. an EEC (Edge Enabler Client)) can discover contact information for the Edge Configuration Server(s). Once a UE Application (i.e. the Edge Enabler Client) has contact information for an Edge Configuration Server, SA WG6 procedures, such as those in TS 23.558 [12], can be used to interact with the Edge Configuration Server, EES, and obtain contact information for Edge Application Servers.

6.16.2
Functional Description

The solution proposes how the UE may get Edge Configuration Server Information from the network.

The principle is that the UE may get Edge Configuration Server Information from the SMF during the PDU Session Establishment. The Edge Configuration Server Information may be carried in the procedure in the PCO.
Edge Configuration Server Information consists of one or more FQDNs and/or IP Address(es) of Edge Configuration Servers

The UE obtains, from the Edge Configuration Server, additional configuration information to enable the exchange of Application Data Traffic with the Edge Application Server. Existing Rel-16 mechanisms and/or other solutions to Key Issue #1 can be used to route UE initiated traffic to the appropriate Edge Application Server instance.

6.16.2.1
Functional Description

Edge Configuration Server Information may be provided by the SMF to the UE during the PDU Session Establishment procedure in the PCO. During PDU Session Establishment, the UE may provide an indication of Requesting Edge Configuration Server Information to retrieve the Edge Configuration Server Information. The indication of Requesting Edge Configuration Server Information is provided during PDU Session Establishment because not all UEs will support SA6 Edge Enabler Clients. Additionally, when the UE does host SA6 Edge Enabler Client(s), not all of the UE’s PDU Sessions can make use of Edge Configuration Server Information. Thus, not all UEs and not all PDU Sessions can make use of Edge Configuration Server Information. The indication of Requesting Edge Configuration Server Information is needed so that the network knows that the UE supports the feature and so that the network knows what PDU Session the Edge Configuration Server Information should be associated with.

The SMF may derive the Edge Configuration Server Information based on local configuration, the UE's location, and/or UE subscription information received from the UDM. The UE's subscription information may include identities of Edge Configuration Servers that the UE may access. If the Edge Configuration Server Information changes (e.g. due to subscription change, local configuration change, or a change of UE location), the SMF may use the PDU Session Modification procedure to send the updated Edge Configuration Server Information to the UE in the PCO.

6.16.3
Procedures

This clause describes how the solution interacts with SA WG6 procedures. Only step 1 impacts SA WG2 specifications. There is no impact on SA WG6 specifications.
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Figure 6.16.3-1 Procedure for Edge Configuration Server Based Discovery

1.
During PDU Session Establishment, the SMF provides Edge Configuration Server Information (one or more FQDNs and/or IP Address(es) of Edge Configuration Servers) to the UE. The UE may provide an indication of Requesting Edge Configuration Server Information in the PDU Session Establishment Request. As described in clause 6.16.2.1, the SMF derives the Edge Configuration Server Information based on local configuration, the UE's Location, or the UE's subscription information.

NOTE: 
TS 23.558 [12] states that the following cardinality rule applies on the EDGE-4 reference point between the EEC (Edge Enabler Client) and ECS (Edge Configuration Servers): “One EEC may communicate with one or more ECS(s) concurrently.”.
2.
The UE contacts the Edge Configuration Server in order to be provisioned with information about available edge computing services, including the addresses/identities of Edge Enabler Server(s). This procedure occurs at the application layer and is described in clause 8.3 of TS 23.558 [12].

3.
The UE initiates procedures as described in TS 23.558 [12].

6.16.4
Impacts on services, entities and interfaces

UE:

-
Provides an indication of Requesting Edge Configuration Server Information to the AMF during Registration.

-
Receives Edge Configuration Server Information from the AMF during the (re-)Registration and UE Configuration Update procedures.

UDM/UDR:

-
A UE's subscription information may include Edge Configuration Server Information (i.e. one or more FQDNs and/or IP Address(es) of Edge Configuration Servers).

SMF:

-
May receive an indication of Requesting Edge Configuration Server Information from the UE during PDU Session Establishment.

-
Sends Edge Configuration Server Information to the UE during the PDU Session Establishment procedures.

-
Receives Edge Configuration Server information from the UDM/UDR during PDU Session Establishment (when Nudm_SDM_Get is invoked).



Editor's note:
This solution should be sent to SA WG6 and SA WG6 should be invited to comment. SA WG2 should consider SA WG6 input during evaluation of the solution.

ECS address information can be pre-configured with the EEC, configured by an edge-aware Application Client, configured by the user, provisioned by MNO through 5GC procedure, or derived from HPLMN identifier for non-roming scenario or from VPLMN identifier for roaming scenario.


Editor’s Note: 5GC provision of ECS configuration information to the UE is in scope of SA2.


NOTE: How the ECS address information is configured to the EEC by the AC, user, or pre-configuration is out of scope of the present specification.


If the ECS configuration information is provided by 5GC, the EEC shall use the information for the initial provisioning request. Otherwise, the EEC shall use pre-configured ECS address for the initial provisioning if ECS configuration information is preconfigured with the EEC.


Editor’s Note: It is FFS whether ECS address can be derived from HPLMN or VPLMN identifier when no ECS address information is available. 
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